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Ransomware

Ransomware란 무엇인가? // What is the Ransomware

몸값을 뜻하는 ransom과 software의 ware가 합쳐진 합성어로

사용자의 동의없이 컴퓨터에 불법으로 설치되어 사용자의 파일을 암호화시켜 인질로 잡아 금전을 요구하는 악성 프로그램을 말한다.

초창기의 랜섬웨어는 2005년 러시아에서 처음 확인되었고 2006년에 보고된 랜섬웨어가 특정 유형의 파일들을 압축하여 암호를 설정하여 300달러를 지불하면 파일을 복원시켜 주겠다는 메세지를 남기는 간단히 구현된 형태 였습니다.

하지만 비트코인과 크립토락커가 등장하면서 랜섬웨어는 널리 알려지게 됩니다.

비트코인은 쓰는 방법에 따라 거래내역은 추적이 되나 거래자의 정보를 알 수 없는 화폐로 이런 범죄에 사용되면 추적이 무척 어려워지는 특징이 있고

크립토락커는 2013년에 발생한 랜섬웨어의 일종으로 컴퓨터 내의 모든 파일 및 네트워크 드라이브의 파일을 RSA, AES키로 암호를 걸어 암호 해독키를 대가로 돈을 요구하는 현재 발생하는 랜섬웨어 형태의 시초이다.

이들이 등장하면서 해커들은 비교적 안전하면서 키 없이 거의 절대적으로 풀 수 없는 암호화로 손쉽게 돈을 벌 수 있게 되었다

널리 퍼짐에 따라 여러 발전된 변형들이 생겼는데 크립토락커.F, 토렌트락커, 크립토월, 워너크라이등 랜섬웨어는 더욱 강력하고 위험해졌다.

다음이 가장최근 2017년 5월에 발생한 워너크라이라는 랜섬웨어의 구동영상입니다.

랜섬웨어에 감염된 사이트나 감염된 메일을 확인하여 감염파일이 내 컴퓨터에 접근하게 되면 암호화가 시작되고 조금 있으면 파일의 확장자가 바뀌면서 금전을 요구하는 창이 뜨게됩니다. 파일들은 모두 암호화 되어 원래 텍스트 파일이었던 파일을 열어 보아도 암호화가 되어 글자가 전부 깨져 보이는것을 확인할 수 있습니다.

이러한 랜섬웨어를 예방하기 위한 방법은 무엇이 있는가?

없다. 단지 백업을 철저히 해놓는 것 만이 가장 좋은 해결책으로 제시 될 뿐 이 랜섬웨어를 원천 차단할 수 있는 방법은 없다. 그나마 항상 os의 업데이트를 최신으로 해놓아서 랜섬웨어들이 공격할 만한 취약점을 최소화 하는것이 가장 나은 방법일 것이다.